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European Digital Media Association

Association Européenne des Médias Numériques

Questionnaire for 18th July DRM (Users workshop) event

Agenda

I. OPPORTUNITIES - What do DRM technologies do and what can’t they do?  (To be presented by a DRM company not to promote their own product but to give an overview to consumers as to the possibilities and constraints of this technology). 

Questions to answer:

1) How flexible are DRM technologies to change? This should address both new generation DRM systems and the ability to change existing systems.

EBLIDA: ??

2) Can DRMs be adaptable to various kinds of consumption, as well as to a wide diversity of sources and forms of production and distribution of content?

EBLIDA: Must not be led by needs of mass entertainment industries, must be adaptable to suit other types of material and uses e.g. education & research

3) What are the advantages of DRM systems for users?

EBLIDA: should be easy on-demand rights clearance

4) Can DRMs be adapted to the needs and uses of individual (small) creators?

EBLIDA: ??

5) Where a DRM technology cannot provide a solution to a rights management issue, what other methods are available to enforce rights?

EBLIDA: registration & monitoring, download restrictions, for databases-submitted queries only, new business models e.g. high value update service, legal i.e. copyright & licences.

6) What threats do/could DRM systems entail for users and how can it be ensured that DRM systems respect consumer privacy/rights regarding their personal data?

EBLIDA: could demolish the centuries-old careful balance between the public good and the private interest, could threaten important public policy goals by having unexpectedly broad scope.

II. REQUIREMENTS - What does the user want? (Establish laundry list of principles and detailed suggestions, e.g. transparency, labelling) 

Questions to answer:

7) Which issues are critical to user acceptance (i.e. interoperability/cross-content and cross-platforms, ease of use, business models/flexible remuneration schemes, product/price differentiation, quality implications, etc)?

EBLIDA: plus guarenteed security & privacy, robust & uninstallable, functional in a distributed, peer-to-peer environment, no unlawful restrictions. Institutions e.g. libraries & universities must be able to deliver material on to lawful users e.g. individual students.

8) If DRMs cannot address these demands, what level of rights management enforcement should one expect?

EBLIDA: ?? 

9) Are DRMs too complicated or hard to use for users?

EBLIDA: ??

10) Are on-line contractual agreements between operators and consumers an acceptable way to legally enforce rights? What is the relationship between DRM systems and contractual agreements?

EBLIDA: Only if the terms of the contract are fair and the user has the opportunity to negotiate.

11) How do DRM systems integrate exemptions (such as public access, private copying, etc.) into their use?

EBLIDA: must have dynamic usage rules, must be updatable and adaptable e.g. cross-border where exceptions may differ. Solution?: deliver data and usage rules seperately?

NOTE: What happens to material when it overruns the term of protection i.e. 70 years after the death of the author (Council Directive 93/98/EEC). Longterm public access issue, but not an exception issue. If DRM includes a TPM such as encryption, who holds the key? Crucial issue for archives and libraries.
12) How do DRM systems take levies into account?

EBLIDA: ??

III. CONCLUSIONS & RECOMMENDATIONS - How can we meet user expectations? 

· Industry wide efforts (interoperability, consumer awareness, etc) 

Questions to answer:

13) Does there need to be a promotion of rights awareness to get users to understand the need for DRMs?

EBLIDA: have we decided there is a need for DRMs?

14) If so, what form should this awareness take (i.e.publicity campaigns, labelling, transparency in digital contracts, etc)

EBLIDA: Utilise libraries-trusted environments, librarians very aware of copyright, have been dealing with issues for years.

15) What methods should be used to prevent circumvention of rights management? 

EBLIDA: ??

16) In what cases may it be legal to circumvent right management and what means are available for a consumer to do so? 

EBLIDA: to benefit from lawful exceptions.

17) Are there technical means of encouraging users to adopt DRM systems and what are their strengths and weaknesses? 

EBLIDA: ??

- Public Sector efforts (standardisation, robust defence of consumer guarantees, etc) 

Questions to answer:

18) Can DRM system standardisation satisfy user expectations?

EBLIDA: ??
19) What should the responsibilities of the user be in regards to consumption of media via DRM systems? 

EBLIDA: don’t quite understand question.
20)What should be the responsibilities of rightsholders and of industry be in regards to the use and development of DRMs?

EBLIDA: ensuring items covered in Q7
21) Is there a level of security that operators can accept to meet user expectations?

EBLIDA: ??
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